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https://www.youtube.com/watch?v=mI-oo5YFWEE

https://www.youtube.com/watch?v=mI-oo5YFWEE
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Overview

▪ Intro Video

▪ UIC and its Security activities

▪ EU-funded Security Research Projects

▪ Examples of open science practices

▪ Wrap-up & Challenges
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Promotes the development of rail 

transport at world level

200 members in 95 countries

Platform for:
▪ Cooperation

▪ Research projects

▪ Dissemination

▪ Training

▪ Standards & recommendations

www.uic.org

Founded in 1922 in Paris

Union Internationale des Chemins de fer

http://www.uic.org/


5



6
Transport Security at UIC: Security Platform

Human Factors

Chaired by VIA Rail (Canada)

Security Technologies

Chaired by SZ (Czech Republic)

Strategy & Regulations

Chaired by SNCB (Belgium)

3 Permanent working groups 2 Thematic, ad-hoc working groups

Crisis Management

Chaired by PKP S.A. (Poland)

Vice chaired by Indian Railways 

SIA - Sabotage, Intrusions, Attacks 

Chaired by DB AG (Germany)

Chaired by the Indian Railways Protection Force from 1st July 2022 for 2 years

Co-chaired by the French Railways from 1st July 2022 for 2 years

Steering Committee: WG Chairs, UIC regions (Colpofer in Europe), partners (CER, RAILPOL, UITP)
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Research at UIC

Foster research with and for the UIC members

▪ Defend and provide for the needs of members

▪ Enable members to benefit from progress made 

in the area of research (provide practical R&I 

results, evidence-based recommendations, etc.)

▪ Obtain external (EU) funding for R&I projects 

thus helping members to spend less
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Security Research Projects: Key Figures

54
UIC projects 

since 2010

16
Security 

projects 

since 2010

FP7

H2020

HE

S2R

ISFP

11
projects as 

consortium 

partner

5 projects 

as 

coordinator

Including

2 EU 

success 

stories
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Security Research Projects: Major Themes

IMPRESS

Terrorism targeting railways

Trespassing and suicides

Graffiti vandalism

Crisis Management

CI protection & resilience

Rail cybersecurity

Border security

CYRUS
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Final project output: brochure & tool

www.restrail.eu/toolbox

Main results
• 70 countermeasures 

(grouped in 25 

families) 

• 11 field tests in 8 

countries

• 10+ scientific peer-

reviewed publications

• Recommendations in a 

practical guide and an 

online toolbox

http://www.restrail.eu/toolbox
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12Conferences with peer-reviewed open access 
proceedings

http://link.springer.com/article/10.1007/s12544-016-0203-y

http://link.springer.com/article/10.1007/s12544-016-0203-y
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Turn project deliverables into policy papers

https://proactive-h2020.eu/wp-
content/uploads/2021/10/COVINFORM-PROACTIVE-
Whitepaper-Communication-in-times-of-crisis.pdf

This project has received funding 
from the European Union’s Horizon 
2020 research and innovation 
programme under grant agreement 
no. 832981

https://proactive-h2020.eu/

PReparedness against CBRNE threats through cOmmon Approaches between security 
praCTItioners and the VulnerablE civil society

https://proactive-h2020.eu/wp-content/uploads/2021/10/COVINFORM-PROACTIVE-Whitepaper-Communication-in-times-of-crisis.pdf
https://proactive-h2020.eu/wp-content/uploads/2021/10/COVINFORM-PROACTIVE-Whitepaper-Communication-in-times-of-crisis.pdf
https://proactive-h2020.eu/wp-content/uploads/2021/10/COVINFORM-PROACTIVE-Whitepaper-Communication-in-times-of-crisis.pdf
https:///
https://proactive-h2020.eu/
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Make scientific papers accessible for a target group

https://www.globalrailwayreview.com/articl

e/134740/how-to-better-prepare-the-

railway-sector-for-cbrne-threats/

https://doi.org/10.1016/j.apergo.2022.103752

https://www.globalrailwayreview.com/article/134740/how-to-better-prepare-the-railway-sector-for-cbrne-threats/
https://www.globalrailwayreview.com/article/134740/how-to-better-prepare-the-railway-sector-for-cbrne-threats/
https://www.globalrailwayreview.com/article/134740/how-to-better-prepare-the-railway-sector-for-cbrne-threats/
https://doi.org/10.1016/j.apergo.2022.103752
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Co-create with & for the end-users (experts)

Expert Design Workshop

▪ 38 road and rail systems experts

▪ 12 countries

▪ 2 groups x 3 LC types

▪ Design-thinking methods

▪ 95 ideas for countermeasures

▪ expert ratings for 110 countermeasures on 

effectiveness, low-cost and level of innovation

This project has received funding from

the European Union’s Horizon 2020

research and innovation programme

under grant agreement No 723205

Safer Level Crossing by integrating and optimizing 

road-rail infrastructure management and design

https://safer-lc.eu/

https://www.google.de/url?sa=i&rct=j&q=&esrc=s&source=imgres&cd=&cad=rja&uact=8&ved=2ahUKEwjw7PzHy9bdAhWEGewKHQnTB5MQjRx6BAgBEAU&url=https://freerangestock.com/photos/39199/lightbulb-with-idea-concept-icon.html&psig=AOvVaw2RdmpRtekZ7OAPcBrYj1ga&ust=1537979852889784
https://safer-lc.eu/
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Co-create with & for the end-users (experts)

Human-centered low-cost measures at LCs
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Co-create with & for the end-users (civil society)

50+ civil society 

stakeholders 

engaging with 

the project 

activities:

▪ Workshops

▪ Online surveys

▪ Interviews & 

focus groups

▪ Field exercises

https://www.youtube.co

m/@PROACTIVE_EU

Rail TTX: 6-7 April 2022, Paris

▪ 40 
participants 
from 15 
countries

▪ 5 tables with 
mixed groups

▪ Rail CBRNe
scenario

▪ Gaps 
between first 
responders 
and 
vulnerable 
citizens

https://www.youtube.com/@PROACTIVE_EU
https://www.youtube.com/@PROACTIVE_EU
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Additional pro-tips (what worked for us)

▪ Plan public deliverables from the 
proposal phase 

▪ Plan APCs in the project 
dissemination budget

▪ Use open online repositories (e.g.
ResearchGate)

▪ Communicate on social media, 
newsletters

▪ Complement scientific publications 
with infographics, factsheets and 
videos 

▪ Engage with end-users from the 
beginning

CHALLENGES

▪ Security domain: 

sensitive/restricted data

▪ Ethics & consent to get/use 

data: e.g. video

▪ Breaking the silos: 

collaborative & 

interdisciplinary research
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In a nutshell…

1. Final project exploitable output: brochure/guide + tool

2. Conferences which publish peer-reviewed open access proceedings

3. Turn project deliverables & scientific publications into policy papers

4. Make scientific papers accessible for a target audience

5. Co-design, co-create with & for the end-users

6. Plan public deliverables from the proposal phase

7. Include APC fees in dissemination buget

8. Use open online repositories

9. Communicate on social media, newsletters, etc.

10.Complement with visuals: infographics, factsheets and videos

11.End-user engagement from the beginning (real needs)
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Contact

havarneanu@uic.org

@grighav

https://www.linkedin.com/in/havarneanu/

https://www.researchgate.net/profile/Grigore-

Havarneanu

Thank you for your 

kind attention.

https://twitter.com/grighav
https://www.linkedin.com/in/havarneanu/
https://www.researchgate.net/profile/Grigore-Havarneanu
https://www.researchgate.net/profile/Grigore-Havarneanu
https://www.linkedin.com/in/havarneanu/
https://www.researchgate.net/profile/Grigore_Havarneanu
https://twitter.com/grighav
mailto:havarneanu@uic.org
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